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Abstract
This paper describes an on-going effort to com-
bine Information Retrieval (IR) and Informa-
tion Extraction (IE) technologies, to leverage
the benefits provided by both approaches to add
value for the end-user, as compared with IR or
IE in isolation. The main aim of the com-
bined system is to pool together information
from multiple sources to improve the quality
of results. On one hand, multiple mentions of
the same event or related events should be pre-
sented in a coherent fashion. On the other hand,
grouping related events should improve the sys-
tem’s confidence in the discovered facts. We de-
scribe our approach and the results achieved in
the project to date.

1 Introduction

The ability to obtain timely medical information from
digital sources is essential for surveillance of diseases
and epidemics. It directly impacts the work of health
authorities and epidemiologists throughout the world.
In this paper we present preliminary results from a
project that aims to build a system for monitoring
disease epidemics by analyzing textual information,
mostly in the form of news, available on the Web.
The system is built on top of two major components—
MedISys, based mostly on IR technology, and PULS,
the information extraction system.

We describe the system responsible for the IR com-
ponent in section 2; in section 3 we describe the med-
ical IE system, together with the heuristics it imple-
ments; section 4 describes how the two systems are
integrated. In section 4.2 we present some quantita-
tive measures of performance of the combined sys-
tem. In conclusion, we discuss directions of on-going
work.

2 Medical Information System:
MedISys

TheMedical Information System, MedISys, is an au-
tomatic tool that gathers reports concerning Public
Health from many Internet sources world-wide in
multiple languages, classifies them according to hun-
dreds of categories, detects trends across categories
and languages, and notifies users. The publicly ac-
cessible MedISys sitehttp://medusa.jrc.it/presents a
quantitative summary of latest reports on a variety of
diseases and disease sub-types (e.g., respiratory infec-
tions), on bioterrorism-related issues, toxins, bacteria
(e.g., anthrax), viral hemorrhagic fevers (e.g., Ebola),
viruses, medicines, water contaminations, animal dis-
eases, Public Health organisations, etc. At a second,
password-restricted site, EU staff and national Pub-
lic Health officials get access to an even larger va-
riety of subject classes, such as news on additional
diseases, on nuclear or chemical contamination, etc.
Furthermore, users of the restricted site can see pay-
for newswires, get access to mapping tools, and sub-
scribe to automatically generated daily reports on var-
ious themes.

The development of MedISys was initiated by
the European Commissions (EC) Directorate General
Health and Consumer Affairs (DG SANCO) for the
purpose of supporting national and international Pub-
lic Health institutions in their work on monitoring
health-related issues of public concern, such as out-
breaks of communicable diseases, bioterrorism, large-
scale chemical incidents, etc.

MedISys is an automatic alternative to an otherwise
time-consuming and tedious manual process. Typi-
cally, employees of national Public Health organisa-
tions look through their national press to identify re-
ports on disease outbreaks and other Public Health is-
sues and summarise the situation or scan the docu-



ments. The usage of MedISys saves these users time,
and additionally gives them access to more news re-
ports in more languages.

MedISys currently monitors news articles from
about 1100 news portals around the world in 32 lan-
guages, from commercial news providers including 25
news agencies, LexisNexis, and from about 150 spe-
cialised Public Health sites. The system categorises
all documents according to about 200 classes of pre-
defined health threats. It uses statistical procedures
to detect a sudden increase of articles in any of the
classes, and visualises the trends graphically. Users
can access documents and the automatically derived
meta-information via Web pages, RSS feeds, through
daily email alerts and summary reports, and via auto-
matically generated SMS messages.

MedISys is part of the Europe Media Monitor
(EMM) product family, developed at the EC’s Joint
Research Centre (JRC), which also includes News-
Brief,1 a live news aggregation system, and News-
Explorer,2 a news summary and analysis system [5].
The following sections cover the functionality of
MedISys in more detail.

2.1 Document Gathering and Format
Standardisation

MedISys ingests all EMM documents, i.e. the news-
wires provided by major news agencies, plus the ap-
proximately 35,000 articles per day, in 32 languages
found on about 1100 news portals and 150 Public
Health sites. The monitored sources were selected
strategically with the aim of covering all major Eu-
ropean news portals, plus key news sites from around
the world, in order to achieve good geographical cov-
erage. Additionally, individual users can request the
inclusion of further news sources, such as all local
newspapers of their country, but these user-specific
sources are processed separately in order to guaran-
tee the balance of news sources and their types across
languages.

Where available, EMM (and thus also MedISys)
collects RSS feeds. RSS stands for “Really Simple
Syndication” and is an XML format with standardised
tags used widely for the dissemination of news and
other documents. For all other source sites, scraper
software firstly looks for links on pre-defined web
pages and downloads the pages linked to. As news
pages do not only contain the news article, but also
menus, related news, advertising, information about
other sections of the newspaper, and other non-news-
related information, the main news article is extracted
from each web page in a three-step process:

1 http://press.jrc.it
2 http://press.jrc.it/NewsExplorer

1. clean the HTML by removing Java script, non-
standard tags and unnecessary tags,

2. convert the HTML code to XHTML, which in-
cludes repairing incorrect HTML code, and

3. convert XHTML to RSS format, using an XSLT
transformation that needs to be produced manu-
ally and separately for each news site.

For details, see [1]. The result is a standardised docu-
ment format in UTF-8 encoding that allows common
processing of all texts. Information about the docu-
ment’s language, source country, download time and
place are preserved as meta-data.

2.2 Document routing and classification

EMM allows the selection of articles about any sub-
ject using either Boolean combinations of search
words or lists of search words with positive or neg-
ative weights, and the setting of an acceptance thresh-
old. It is possible to require that search words oc-
cur within a certain proximity (number of words) and
to use wild cards (single letter and word-final Kleene
star). In EMM, each such subject definition is called
an alert. EMM alerts are multilingual, i.e., search-
word combinations may mix languages. In addition
to the generic alerts pre-defined by the EMM team,
users may create their own subject-specific alert def-
initions. Users are responsible for the accuracy and
completeness of their own alerts.

A dedicated algorithm was developed at the JRC
that allows the system to scan incoming articles for
hundreds or thousands of alert definitions in real time.
Information about the alerts found in each article is
added to the RSS file. EMM NewsBrief has approx-
imately 600 different alert definitions, including one
for each country of the world (consisting mainly of
the country name, and the name of the major city
or cities). More fine-grained geo-coding and disam-
biguation are carried out downstream in the EMM
NewsExplorer application, see [4].

The medical alerts in MedISys differ from the
generic EMM NewsBrief alerts. In addition to the
country-based alerts, MedISys employs hundreds of
health-specific alert definitions. MedISys alerts are
organised into a hierarchy of classes, such as Com-
municable Diseases, Medicines and Labs, Organisa-
tions, Bioterrorism, Tobacco, Environmental & Food,
Radiological & Nuclear, Chemical, etc., each contain-
ing finer sub-groups. Figure 1 shows the entry page
of MedISys with part of its menu structure exposed
(on the left and bottom-left), and a trend visualisation
graph (upper-middle box).



Fig. 1: Medisys main page (restricted site).

2.3 Multilingual multi-document trend
detection

The alert definitions in MedISys are multilingual,
so that the mention of a disease or symptom in the
news in any of the languages can be identified. The
MedISys software keeps a running count of all dis-
ease alerts for any country of the world, i.e., it main-
tains a count of all documents mentioning both a cer-
tain country and a given disease over a fixed time
window—a period of two weeks. An alerting func-
tion detects a sudden increase in the number of re-
ports for a given disease and country by comparing the
statistics for the last 24 hours with the two-week daily
rolling average. It uses the Poisson distribution, which
is a discrete probability distribution that expresses the
probability of a number of events occurring in a fixed
period of time if these events occur with a known av-
erage rate.

Figure 2 shows how the intersection of country
alerts with disease alerts in combination with the trend
analysis can be used to alert users to a potential health
threat. This screenshot, from the public MedISys
site (http://medusa.jrc.it/), shows increasing reporting
on dengue fever related to several South-East Asian
countries (highlighted on map).

2.4 Users and usage of MedISys

Customers of MedISys can use the Web interface to
view the latest trends and access articles about dis-
eases and countries. However, they can also opt to re-
ceive instant email reports, or daily summaries regard-

ing pre-selected diseases or countries, for their own
choice of languages. Specific registered users can also
be granted access to the JRCsRapid News Service—
RNS, which additionally allows to filter news from se-
lected sources or countries, and which provides func-
tionality to quickly edit and publish newsletters and
to distribute them via email or to mobile phones.
MedISys displays the title and the first few words of
each article, plus a link to the URL containing the full
text.

MedISys users include the European Commission,
the World Health Organisation (WHO), the Canadian
Global Public Health Intelligence Network (GPHIN),
the European Centre for Disease Control (ECDC) and
the US CDC, the French Institut de Veille Sanitaire
(INVS), the Spanish Instituto de Salud Carlos III, and
other national authorities.

3 Extracting Facts about Epidemics

MedISys has proved to be a useful and an effective
tool, with thousands of users accessing it daily. In
considering possible extensions that would add fur-
ther value, a natural choice falls on IE technology:

• IE could deliver information concerning specific
incidents of the diseases tracked by MedISys,
whereas IR is able to return entire matched doc-
uments (along with an indication whichalerts
fired within the document).

• IE could boost precision, since keyword-based
queries may trigger on documents which are off-



Fig. 2: Dengue alerts with geographic distribution.

topic but happen to mention thealerts in unre-
lated contexts. Pattern matching in IE provides
the mechanism that assure that the keywords ap-
pear in relevant contexts only.

PULS, the Pattern-based Understanding and
Learning System, is developed at the University of
Helsinki to extract factual information from epidemi-
ological reports.3 Previously, PULS had been applied
to two dedicated sources of epidemiological reports—
ProMED-Mail,4 and WHO epidemic and pandemic
alert and response.5

We next briefly describe the key functionality pro-
vided by PULS for epidemics-related texts.

3.1 Medical Information Extraction

For each document, the IE system extracts a set ofin-
cidentsreported in the text. An incident is an event
involving some communicable disease, described in
plain text. An incident is described by a set of at-
tributes: the name of the disease, the location and
country of the incident, the date of the incident, and
descriptive information about the victims—their type

3 http://doremi.cs.helsinki.fi/jrc
4 http://www.promedmail.org
5 http://www.who.int/csr/don/en/

(people, animals, etc.), their number, whether they
survived, etc. The system also identifies events in
which the disease is reported asunknown, or undiag-
nosed, which are especially crucial for surveillance.

For example, for the sentence “Five peoplewere
reported to have contracted Ebolain Uganda
last week,” the system will assign the underlined val-
ues to the corresponding attributes, and create a record
in a relational database. Each record extracted from
the document is permanently stored, together with
links to the exact offsets in the text where its attributes
were found within the document.

Figure 3 presents a view of the database, as it ap-
pears on the Web site. This collection of rows was
returned in response to a user “query”, which is spec-
ified by constraints on some of the attribute columns.
This table was constrained by publication date (April
2007), disease (avian influenza) and country (Indone-
sia or Cambodia). The constraints are typed into the
text boxes below the column names. (Rows are or-
dered by publication date, by default.) Blue rows in
the table correspond to confident events (defined be-
low in section 4.1), and white rows are non-confident.

Figure 4 shows a MedISys document which gener-
ated an event (corresponding to the sixth line from the
bottom of the table in Figure 3). The values of the at-
tributes of the event are shown in the box on the right.
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Fig. 3: A view of extracted incidents.

For detailed information about the design and oper-
ation principles behind the PULS system, see, e.g., [7,
2]. PULS operates by pattern matching, and relies
on several kinds of domain-independent and domain-
specific knowledge bases. An example of domain-
independent knowledge is the location hierarchy, con-
taining names of countries, states or provinces, cities,
etc. An example of a domain-specific knowledge base
is the medical ontology, containing names of diseases,
viruses, drugs, etc., organized in a conceptual hier-
archy. The system also contains a domain-specific
pattern base—which contains patterns that map the
surface-syntactic representation of the information in
the sentence to the semantic representation in the
database records. Populating the knowledge bases re-
quires a significant investment of time and manual la-
bor. PULS employs weakly-supervised methods to re-
duce the amount of manual labor as far as possible,
by bootstrapping the knowledge bases from large, un-
annotated document collections, [6, 3].

3.2 Toward Cross-Document IE

PULS goes beyond the traditional IE paradigm in
two respects. First, in a traditional IE system, doc-
uments are processed separately and independently;
facts found in one document do not interact with in-
formation found in other documents. Second, for each
attribute in an extracted incident, traditionally, the IE
system stores only one value in the database record—
the value that is the locally best guess for that at-
tribute.

1. After PULS extracts information from each doc-
ument locally, it attempts to globally unify the ex-
tracted facts into groups, which we calloutbreaks. An
outbreak is a set of related incidents. Currently, in-
cidents are related by straightforward heuristics: they
must share the same disease name and the same coun-
try, and be “reasonably close” in time. Closeness is
determined by a time window, currently fixed at 15
days.6 Any chain of incidents which are separated by
no more than the time window are aggregated into the
same group.

An outbreak therefore serves as a kind of a “sum-
mary” of the incidents it contains, and provides an ex-
tra level of abstraction between the user and the “low-
level” facts/incidents.

2. When PULS stores a record in the database, for
each attribute, in general, rather than storing a single
value, PULS stores a distribution over a set of possible
values. For example, the sample text (in the first para-
graph of this section) might read instead“Five more
people died last week.”PULS will then try to fill in
the missing attributes (i.e., the disease name, location)
by searching for entities of the corresponding seman-
tic type elsewhere in the discourse. In general, for a
given attribute of an event, the document will contain
several possible candidate entities, and each candidate
will have a corresponding score—measuring how well
it fits the event. The score depends on certain features
of the candidate value. These features include whether
the value is mentioned inside thetrigger—the piece of

6 This could be made more flexible, e.g., dependent on the dis-
ease type.



HEALTH:CambodiaconfirmsnewbirdfluoutbreakCambodiaonSaturdayconfirmedanewoutbreakofbirdfluamongpoultryalittlemorethanaweekaftera130year0oldgirldiedofthedeadlyH5N1virus.ThegovernmentsaidthefreshoutbreakwasdiscoveredearlierthisweekinchickensandducksraisedinafamilysbackyardfarminKampongChamprovince,124kilometreseastofthecapitalPhnomPenh.Wehaveanewoutbreakofbirdflu,Agriculture,ForestandFisheriesMinisterChanSaruntoldAFP.ThediscoverycameaftertheCambodiangirldiedofbirdflulastThursday,becomingthekingdomsseventhfatalityfromtheH5N1virus.Herdeathpromptedthegovernmenttolaunchaweek0longbirdfluawarenessblitz.Followingthelatestoutbreak,authoritieskilledsome100chickensandducksatthebackyardfarmintheeasternprovince,saidtheminister.CambodiahasbeenpraisedbytheUnitedNationsforitsrapidactionagainstbirdflu,whichhashelpedspareitfromthehumanandpoultrydeathssufferedbyitsneighbours.afp

[Databaselist][Confidentevents][Events][Advancedquery][Outbreaks] Published2007.04.16DiseaseAvianInfluenzaBegin2007.04.12End2007.04.12LocationCambodiaCountryCambodiaTotal00StatusdeadDescriptortheCambodiangirlConfidence1Sourcehttp://www.dailytimes.com.pkDocumentevents12
Fig. 4: An epidemic event extracted from a document.

text that triggered some pattern from the pattern base;
whether it appears in the same sentence as the trigger;
whether it appears before or after the sentence con-
taining the trigger; whether this value is the unique
value of its type, in the sentence that contains the trig-
ger (e.g., the sentence mentions only a single country,
or disease); whether the value is unique in the entire
document; etc.

Using a set of candidate values rather than a single
candidate is helpful in two ways. First, it allows us to
compute theconfidenceof an incident, which is used
in cross-document aggregation (in section 4.1). Sec-
ond, it allows us to explore methods for recovery from
locally-best but incorrect guesses by using global in-
formation.7

In the next section, we will discuss how these fea-
tures of the PULS system are used in the combined,
multi-source system.

4 Integration of MedISys and PULS

This section will describe the integration between
MedISys and PULS, and will try to demonstrate that,
even in its current, preliminary state, the integrated
whole is greater than the sum of its parts.

A special RSS tunnel has been set up between
MedISys and PULS. At present, PULS is able to pro-
cess only English-language documents. MedISys for-
wards documents which it categorizes as relevant to
the medical domain through the tunnel to PULS. Cur-
rently, the documents arrive as plain text, with no
layout information (paragraphs, sections, etc). This
is done in addition to the normal processing on the
MedISys side, where running averages are monitored
for all alerts, etc. A document batch is sent every
10 minutes, with documents newly discovered on the
Web.

On the PULS side, the IE system analyzes all docu-
ments received from MedISys, and returns informa-
tion that it extracted from the received documents
7 This line of our current research is not covered in this paper.

back through the tunnel—in structured form (also at
10 minute intervals). This communication is asyn-
chronous, and does not affect the functioning of both
sites, which are inter-operating normally in real-time.

4.1 Multi-document Aggregation

When documents are received from MedISys, PULS
performs the following processing steps:

First, the IE system analyzes the documents, ex-
tracts incidents, and stores them in the local database
(doremi.cs.helsinki.fi/jrc). Second, PULS uses local
heuristics to compute theconfidenceof the attributes
in the extracted incidents.

The confidence of an attribute is computed from the
set of candidate values for that attribute, based on their
scores, which are in turn based on the features, as ex-
plained in Section 3.2. If the score of the best value
exceeds a certain threshold, the attribute is considered
confident.

Some of the attributes of an incident are considered
to be more important than others: here, in the case of
epidemic events, theseprincipal attributes are the dis-
ease name, location and date. If all principal attributes
of an incident are confident, the entire incident is con-
sidered confident as well.8

Third, the system aggregates the extracted inci-
dents into outbreaks, across multiple documents and
sources. The aggregation process requires that at least
one of the incidents in each outbreak chain must be
confident (that is, chains composed entirely of non-
confident incidents are discarded).

Finally, PULS prepares a batch of recent incidents
to return to MedISys, for displaying on its pages.
The goal is to return a set of recent incidents with
high confidence and low redundancy—a complete yet
manageably-sized set of news for MedISys users to
explore.

The batch is restricted to documents published
within the last 10 days; from this period, PULS re-

8 In the PULS tables, confident attributes are set off in bold text,
and confident incidents are highlighted in blue.



turns the most recent 50 incidents, filtering out du-
plicates: if multiple incidents of the same disease in
the same location are reported, PULS returns only the
most recent one.9

On the MedISys side, the returned events are dis-
played in two views. The main MedISys page dis-
plays the five most recently published events—these
correspond to the most urgent news. For more detail,
this box has a link to the entire batch of 50 most recent
incidents. For the full view, the recent list has a link
to the complete PULS database.

4.2 Performance

We now discuss some of the on-going evaluations of
the currently deployed systems.

The number of documents PULS receives from
MedISys is approximately 10,000 per month. From
2,700 of these, PULS extracts approximately 6,000
incidents per month, on average. (It is quite common
for a relevant document to contain more than one in-
cident.) The remaining 6,300 documents fed to PULS
by MedISys produce no incidents. That is to be ex-
pected, since MedISys does not explicitly search for
outbreaks, but for anymentionsof disease names, and
many documents may mention the crucial diseases in
the context of new vaccines or treatments, eradication
campaigns, etc.

To determine what proportion of these 6,300 docu-
ments actually do contain events—and are therefore
false negatives from the perspective of PULS—we
randomly selected and checked 100 MedISys docu-
ments that produced no events. Of these, 15% con-
tained an event that the IE system missed.

From the perspective of MedISys, this roughly indi-
cates that at least 64% of the documents fed to PULS
on average contain no events. This confirms that the
IE component indeed serves its purpose by helping
to distinguish reports about epidemic outbreaks from
other discussions concerning diseases.

About 20% of all extracted incidents are rated as
confident. We tried to estimate the accuracy of the
confidence heuristics. We selected 100 confident in-
cidents at random, and checked their correctness by
hand. Without employing a rigorous (e.g., MUC-
style) evaluation, we consider an incident to be correct
only if all of its principal attributes are correct (no par-
tial credit). This evaluation yielded: 72% of the confi-
dent incidents are correct; in 14% of the cases, the in-
formation extraction is erroneous, i.e., PULS extracts

9 Note that under this arrangement, a recent event that was last
reported more than 10 days ago, will not appear in the result
list, while an event from several months ago may appear—if it
is mentioned in a very recently published report. This is a de-
sign decision that aims to balance the tension between recency
of publicationvs. recency of actualoccurrenceof an incident:
both may be important to the user. Note also that in any caseall
events are always available in the PULS database for browsing.

an incident where there should be none; in 14% of the
cases, the confident incident is incorrect—for at least
one attribute, the top-ranked value is not correct. The
latter category of error is difficult to correct, since it is
usually due to an inherent complexity in the text. The
former type of error is simpler to correct, as it usually
entails some tuning of the knowledge bases. Thus, if
we could correct the erroneous cases with some tuning
labor, we might expect the confidence measure to be
correct in just under 84% of the confident incidents.

Since outbreak aggregation is our primary means of
reducing redundant information in the flow of news, it
is important to have an estimate of the accuracy of the
outbreak calculation. We analyzed a randomly chosen
set of medium-sized outbreaks, 20 outbreaks, about
10 incidents each. For each incident we tried to de-
termine whether it was appropriately included in the
outbreak. We found that 68% of the incidents were
correctly identified with their outbreaks. Three of the
outbreaks (about 15%) were erroneous, i.e., based on
incorrect confident incidents.10

22.5% of the examined incidents were confident
(i.e., on average, the outbreaks contained only 2–3
confident incidents).

5 Conclusion and Future Work

The public and the restricted MedISys applications
are currently independent of each other, and they pro-
vide different functionality. The medical event infor-
mation is only available on the public site. The two
systems will soon be integrated in order to allow a
single entry point and visual presentation. Registered
users will receive access to more functionality and
more alert definitions. Depending on the users’ ac-
cess rights, they may get access to newswires and to
commercial sources as well.

We further plan to integrate a tool that automati-
cally extracts terms from the comprehensive medical
thesaurus MeSH (Medical Subject Headings),11 and
to allow users to select articles by browsing and
drilling down in the multilingual MeSH hierarchy.
This will give the user an alternative entry point to
the same information.

We need to resolve some technical problems to im-
prove the quality of the input data. One problem re-
lates to the way MedISys extracts textual content from

10 It was interesting to observe that aggregation is often useful
even when the outbreak consists entirely of incorrectly ana-
lyzed incidents. E.g., in high-profile cases picked up by main
news agencies, reports are re-circulated through multiplesites
worldwide. Because the text is very similar to the original re-
port, the IE system extracts similar incidents from all reports,
and correctly groups them together. Although some attribute
is always analyzed incorrectly, the error isconsistent, and the
grouping is still useful: it helps reduce the load on the userby
aggregating related facts.

11 www.nlm.nih.gov/mesh



source sites. Because the original focus of MedISys
was on the keywords contained in the text, it ig-
nored document layout information (such as headings,
sub-headings, by- and date-lines, paragraph breaks,
etc.), which provides important cues when detailed
text analysis is required. The lack of this information
is known to confuse the IE process, and needs to be
addressed to improve IE accuracy.12

We are currently investigating methods for extend-
ing the measure of local confidence to global confi-
dence, across multiple documents and sources.

We also plan to develop methods for MedISys to
exploit the information returned from PULS in novel
ways. One problem that needs to be studied is to what
extent the outbreaks extracted by MedISys based on
keyword frequencies agree with outbreaks extracted
by PULS, and how they can be best integrated. An-
other path under consideration is to incorporate the
PULS confidence as a criterion for the urgency of
MedISys alerts. The current scheme, based on cu-
mulative statistics, assumes that if something is newly
prominent in many news sources, it is urgent or in-
teresting news. However, in some cases, news that
appears everywhere is “dated” news—it is already
highly publicized. For timely surveillance, it is also
interesting to detect outlier reports—those that have
not yet achieved wide publicity, but in this case it is
crucial that the system be certain that it was correctly
identified. Here, a high score on the PULS confidence
scale may serve as a complementary criterion for the
urgency of an event.
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